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CRUM CHIP, IMAGE FORMING APPARATUS,
AND COMMUNICATION METHOD OF CRUM
CHIP

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims priority under 35 U.S.C. §119 from
Korean Patent Application No. 10-2011-0138708, filed on
Dec. 20, 2011, in the Korean Intellectual Property Office, the
disclosure of which is incorporated herein by reference in its
entirety.

BACKGROUND

1. Field of the General Inventive Concept

Apparatuses and methods consistent with exemplary
embodiments relate to a customer replaceable unit monitor-
ing (CRUM) chip, an image forming apparatus, and a com-
munication method of the CRUM chip, and more particularly,
to a CRUM chip, an image forming apparatus, and a commu-
nication method of a CRUM chip which monitor presence/
absence of integrity using integrity monitoring data in a com-
munication process.

2. Description of the Related Art

With the spread activation of computers, the spread of
computer peripherals is increasing day by day. Examples of
computer peripherals include image forming apparatuses
such as printers, facsimile, scanners, copiers, and multifunc-
tion peripherals.

Image forming apparatuses use ink or toner to print images
on paper. When an image forming process is performed, ink
and toner is used. Thus the ink or toner is exhausted when the
ink or toner is used over a predetermined time. In this case, a
unit which stores ink or toner should be newly replaced. Parts
or components which are replaceable during use of the image
forming apparatus are referred to as consumables units or
replaceable units. Here, for clarity, the parts or components
referred to as consumables units.

Consumables units include units which are replaced when
aproperty is changed due to use of a consumable over a fixed
period and good print quality is not expected, in addition to
the units which are replaced due to exhaustion of ink or toner.
That is, in addition to developers for colors, there are parts
such as an intermediate transfer belt that are consumables
units.

Specifically, a charging unit, a transfer unit, a fusing unit,
and the like are used in laser image forming apparatuses.
When various kinds of rollers, belts, and the like used in each
unit are used over a lifetime limit, the roller and belts may be
worn and spoiled. Thus, image quality is considerably
degraded. To allow a printing job for clean images to be
performed, users should replace component units, that is,
consumables units at appropriate replacement times.

In recent years, consumables units have been implemented
to be provided with a memory therein and to transmit and
receive data from a main body of an image forming apparatus
so that the consumables unit is appropriately managed.

That is, various use information such as a number of print-
ing sheets, a number of output dots, and a term of use of the
image forming apparatus is recorded in the consumables unit
itself so that it is possible to accurately manage a replacement
time of the consumables unit, and the like.

A main controller provided in a main body of the image
forming apparatus performs communication with a memory
unit provided in the consumables unit to manage the infor-
mation. However, various variables are present in the com-
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munication process. For example, there may be noise inter-
ference caused by an electronic circuit or a motor provided in
the image forming apparatus or attack by a hacker who con-
trols the main controller or the memory unit for malicious
purposes.

Communication data may be changed due to the variables.
For example, when a corresponding job is completed, the
consumables unit transmits information such as the number
of printing sheets, the number of output dots, and a remaining
amount of toner to the main controller and copies the infor-
mation into a nonvolatile memory of the main controller. In
this case, when data is read as a wrong value such as
OxFFFFFFFF, there is the risk in which the main controller
recognizes that a corresponding consumables unit’s life has
ended. Meanwhile, the hacker may reset use information of
the consumables unit whose life has ended as zero (0) and set
the consumables unit to be in a reproducible state. Therefore,
the consumables unit whose life has ended is misrepresented
as containing ink or toner and is used so that failure of the
image forming apparatus or degradation of image quality is
caused.

Therefore, there is a need for technology to effectively
monitor a communication error between the consumables
unit and the image forming apparatus and promoting stability
of data.

SUMMARY

The present general inventive concept provides a CRUM
chip mountable on a consumables unit of an image processing
unit. Features of the present general inventive concept include
an interface unit, a monitoring unit, a data processing unit, a
generating unit, and a control unit configured to control an
interface unit to transmit a signal including integrity moni-
toring data to a main body of an image forming apparatus to
improve stability of communication thereof.

One or more exemplary embodiments is provided to a
method of providing a CRUM chip, an image forming appa-
ratus, and a communication method of the CRUM chip which
are capable of promoting using integrity monitoring data.

Additional features and utilities of the present general
inventive concept will be set forth in part in the description
which follows and, in part, will be obvious from the descrip-
tion, or may be learned by practice of the general inventive
concept.

An embodiment of the present general inventive concept
may be achieved by providing a CRUM chip mountable on a
consumables unit of an image processing unit. The CRUM
chip may include an interface unit configured to receive a first
signal including first data and first integrity monitoring data
for the first data from a main body of the image forming
apparatus, a monitoring unit configured to separate the first
integrity monitoring data from the first signal and monitor
integrity of the first signal, a data processing unit configured
to generate second data to be transmitted to the main body of
the image processing unit, a generating unit configured to
generate second integrity monitoring data using the second
data and the first integrity monitoring data, and a control unit
configured to control the interface unit to transmit a second
signal including the second data and the second integrity
monitoring data to the main body of the image forming appa-
ratus.

The CRUM chip may further include a temporary storage
unit configured to store the first data and the first integrity
monitoring data included in the first signal when it is deter-
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mine that the first signal is integrity, and a storage unit con-
figured to store the data temporarily stored in the temporary
storage unit.

The monitoring unit may generate comparative target data
using remaining data included in the first signal, compare the
second integrity monitoring data separated from the second
signal with the comparative target data, determine the second
signal as integrity when the second integrity monitoring data
is identical with the comparative target data, and determine
the second signal as an error state when the second integrity
monitoring data is not identical with the comparative target
data.

Alternatively, the monitoring unit may perform integrity
monitoring for a third signal including third integrity moni-
toring data, which is generated by cumulatively reflecting the
second integrity monitoring data, when the third signal is
received through the interface unit, and finally monitor integ-
rity of total signals, which are received in a process of per-
forming an image forming job, using final integrity monitor-
ing data included in a signal finally received in the process of
performing an image forming job when the image forming
job is completed.

The control unit may store the data temporarily stored in
the temporary storage unit in the storage unit when it is
determined that the total signals are integrity as a final moni-
toring result.

The first data or the second data may include at least one
selected from the group consisting of a command, a recording
target information, information for job performance result
according to the command, information for integrity moni-
toring result about a previously received signal, and indicator
information to inform a position of the first and second integ-
rity monitoring data.

The information for integrity monitoring result may be
excluded in a signal first transmitted from the CRUM chip.

The integrity monitoring data may be a result value for
logic operation of the data, a result value generated by apply-
ing a preset equation for the data, or an encryption result value
in which the data is encrypted.

An embodiment of the present general inventive concept
may also be achieved by providing a communication method
of a CRUM chip mountable on a consumables unit of an
image forming apparatus. The method may include receiving
a first signal including first data and first integrity monitoring
data for the first data from a main body of the image forming
apparatus, separating the first integrity monitoring data from
the first signal and monitoring integrity of the first signal,
temporarily storing the first data and the first integrity moni-
toring data included in the first signal when it is determined
that the first signal is integrity, generating second data to be
transmitted to a main body of the image forming apparatus
when the second data is present, generating second integrity
monitoring data using the second data and the first integrity
monitoring data, and transmitting a second signal including
the second data and the second integrity monitoring data to
the main body of the image forming apparatus.

The monitoring may include separating the first integrity
monitoring data from the first signal, generating comparative
target data using remaining data included in the first signal,
and comparing the second integrity monitoring data sepa-
rated from the second signal with the comparative target data,
determining the second signal as integrity when the second
integrity monitoring data is identical with the comparative
target data, and determining the second signal as an error
signal when it is determined that the second integrity moni-
toring data is not identical with the comparative target data.
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The method may further include performing integrity
monitoring for a third signal including third integrity moni-
toring data, which is generated by cumulatively reflecting the
second integrity monitoring data, when the third signal is
received from the body of the image forming apparatus.

The method may further include finally monitoring integ-
rity of the total signals received in a process of performing an
image forming job using final integrity monitoring data
included in a signal finally received in the process of perform-
ing an image forming job, when the image forming job is
completed, and storing signals temporarily stored when it is
determined that the total signals are integrity.

The first data or the second data may include at least one
selected from the group consisting ofa command, a recording
target information, information for job performing result
according to the command, information for integrity moni-
toring result about a previously received signal, and indicator
information to notify a position of the (first and second)
integrity monitoring data.

The information for integrity monitoring result may be
excluded in a signal first transmitted from the CRUM chip.

The first and second integrity monitoring data may be a
result value for logic operation of the data, a result value
generated by applying a preset equation for the data, or an
encryption result value in which the data is encrypted.

An embodiment of the present general inventive concept
may be achieved by providing a method of establishing com-
munication between a CRUM chip mountable on a consum-
ables unit and an image forming apparatus, the method com-
prising initializing the CRUM chip separate from an
initialization of the image forming apparatus; receiving a first
signal including first data and first integrity monitoring data,
generating second integrity monitoring data and verifying the
integrity of the first signal, generating and transmitting a
second signal including second data and the second integrity
monitoring signal that includes the first integrity monitoring
data, verifying the integrity of the second signal to establish
communication between the consumables unit and the image
forming apparatus.

Verifying the integrity of a signal may include comparing
received integrity monitoring data to generated integrity
monitoring data.

The initializing of the CRUM chip may be performed by a
CPU of the CRUM chip.

The consumables unit may not respond to a command of
the image forming apparatus until after initialization is com-
plete.

The integrity monitory data may be error detection data.

BRIEF DESCRIPTION OF THE DRAWINGS

The above and/or other features and utilities of the present
general inventive concept will become more apparent and
readily appreciated from the following description of the
exemplary embodiments, taken in conjunction with reference
to the accompanying drawings, of which:

FIG. 1 is a block diagram illustrating a configuration of an
image forming apparatus according to an exemplary embodi-
ment of the present general inventive concept;

FIG. 2 is a timing diagram illustrating a communication
process between a main controller and a CRUM chip in an
image forming apparatus according to an exemplary embodi-
ment of the present general inventive concept;

FIG. 3 is a detailed timing diagram illustrating an integrity
monitoring process using integrity monitoring data according
to an exemplary embodiment of the present general inventive
concept;
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FIG. 4 is a timing diagram illustrating a communication
process between a main controller and a CRUM chip in an
image forming apparatus according to another exemplary
embodiment of the present general inventive concept;

FIG. 5 is a block diagram illustrating a configuration of an
image forming apparatus provided with a consumables unit
according to an exemplary embodiment of the present general
inventive concept;

FIGS. 6 and 7 are block diagrams illustrating configura-
tions of image forming apparatuses according to various
exemplary embodiments of the present general inventive con-
cept;

FIG. 8 is a block diagram illustrating a configuration of a
CRUM chip according to an exemplary embodiment of the
present general inventive concept; and

FIGS. 9 and 10 are flowcharts illustrating communication
methods according to various exemplary embodiments of the
present general inventive concept.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Hereinafter, exemplary embodiments will be described in
more detail with reference to the accompanying drawings.

Reference will now be made in detail to the embodiments
of the present general inventive concept, examples of which
are illustrated in the accompanying drawings, wherein like
reference numerals refer to the like elements throughout. The
embodiments are described below in order to explain the
present general inventive concept while referring to the fig-
ures.

In the following description, same reference numerals are
used for the same elements when they are depicted in differ-
ent drawings. The matters defined in the description, such as
detailed construction and elements, are provided to assistin a
comprehensive understanding of the exemplary embodi-
ments. Thus, it is apparent that the exemplary embodiments
can be carried out without those specifically defined matters.
Also, functions or elements known in the related art are not
described in detail since they would obscure the exemplary
embodiments with unnecessary detail.

FIG. 1 is a view illustrating a configuration of an image
forming apparatus according to an exemplary embodiment.
Referring to FIG. 1, an image forming apparatus includes a
main body 100, a main controller 110 provided in the main
body 100, and a consumables unit 200 mountable on the main
body 100. Here, the image forming apparatus may be imple-
mented with various types of apparatuses which are capable
of forming an image on a paper or various kinds of recording
media, such as a printer, a scanner, an MFP, a facsimile, a
copier and the like.

The main controller 110 is installed in the main body 100 of
the image forming apparatuses and controls an overall func-
tion of the image forming apparatus.

The consumables unit 200 may be installed on the main
body 100 of the image forming apparatus and may include
various kinds of units which are directly or indirectly
involved in an image forming job. For example, the consum-
ables unit 200 in a laser image forming apparatus may include
a charging unit, an exposure unit, a developing unit, a transfer
unit, a fusing unit, different kinds of rollers, a belt, an organic
photo conductor (OPC) drum, and the like. In addition, vari-
ous kinds of units needed to be replaced in use of the image
forming apparatus may be defined as a consumables unit 200.

As described above, the consumables unit 200 has a fixed
lifetime. Therefore, the consumables unit 200 includes a
CRUM chip 210 installed in the consumables unit 200 to
gather and provide information so that the consumables unit
200 may be be appropriately replaced.
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The CRUM chip 210 is configured to be installed on the
consumables unit 200 and records various pieces of informa-
tion. The CRUM chip 210 includes a memory. Therefore, the
CRUM chip 210 may be called various terms such as a
memory unitora CRUM memory. Here, for clarity, it may be
referred to as the CRUM chip 210.

A memory provided in the CRUM chip 210 may store
various attribute information for the consumables unit 200,
the CRUM chip 210, and the image forming apparatus, and
use information or programs related to image processing to
perform an image forming job.

It is possible that various kinds of programs stored in the
CRUM chip may include a general application, an operating
system (OS) program, an encryption program, or the like. In
addition, the attribute information may include information
for a manufacturer of the consumables unit 200, information
for a manufacturer of the image forming apparatus, an appa-
ratus name of a mountable image forming apparatus, infor-
mation for a manufacture date, a serial number, a model
name, electronic signature information, an encryption key, an
index of an encryption key, and the like. In addition, the use
information may be information for the number of current
printing sheets, the number of remaining printing sheets to be
printable, an amount of remaining toner, and the like. Alter-
natively, the attribute information may be referred to as
unique information.

For example, the CRUM chip 210 may store the following
information.

TABLE 1

General Information

OS Version CLP300_V1.30.12.35 02-22-2007
SPL-C Version 5.24 06-28-2006
Engine Version 6.01.00(55)
USB Serial Number BHA45BAIP914466B.
Set Model DOM
Service Start Date 2007-09-29
Option
RAM Size 32 Mbytes
EEPROM Size 4096 bytes

USB Connected (High)
Consumables Life

Total Page Count 774/93 Pages(Color/mono)

Fuser Life 1636 Pages
Transfer Roller Life 864 Pages
Trayl Roller Life 867 Pages

Total Image Count

Imaging Unit/Deve Roller Life
Transfer Belt Life

Toner Image Count

3251 Images

61 Images/19 Pages

3251 Images

14/9/14/19 Images(C/M/Y/K)
Toner Information

Toner Remains Percent
Toner Average Coverage

99%/91%/92%/100% (C/M/Y/K)
5%/53%/31%/3% (C/M/Y/K)
Consumables Information

Cyan Toner SAMSUNG(DOM)
Magenta Toner SAMSUNG(DOM)
Yellow Toner SAMSUNG(DOM)
Black Toner SAMSUNG(DOM)
Imaging unit SAMSUNG(DOM)

Color Menu

Custom Color Manual Adjust(CMYXK:0,0,0,0)

Setup Menu
Power Save 20 Minutes
Auto Continue On
Altitude Adj. Plain
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As described herein, the memory of the CRUM chip 210
may store schematic information for a consumables unit 200
as well as information for a lifetime of consumables, infor-
mation for the consumables, and information for a setup
menu. In addition, the memory of the CRUM chip 210 may
further include an OS which is provided to be used in the
consumables unit separately from the image forming appara-
tus.

Alternatively, the CRUM chip 210 may further include a
central processing unit (CPU) (not illustrated) which man-
ages the memory, executes various kinds of programs stored
the memory, and performs communication with the main
body 100 of the image forming apparatus or controllers of
other apparatuses.

The CPU may cause the OS stored in the memory of the
CRUM chip 210 to perform initialization of the consumables
unit 200 separately from initialization of the image forming
apparatus. In addition, the CPU may perform certification
between the main body 100 of the image forming apparatus
and the CRUM chip 210 when the initialization is completed,
oras apart of the initialization process. When the certification
is completed, the CPU may perform encryption data commu-
nication between the main body 100 of the image forming
apparatus and the CRUM chip 210. At this time, various kinds
of commands and data transmitted to the CRUM chip 210
from the main body of the image forming apparatus may be
encrypted and transmitted according to an arbitrary encryp-
tion algorithm.

Specifically, when a specific event, for example, power of
the image forming apparatus provided with the consumables
unit 200 turns on or the consumables unit 200 is mounted on
the main body of the image forming apparatus again after the
consumables unit 200 is detached from the image forming
apparatus, the CPU may autonomously perform initialization
separately from initialization of the main controller 110. The
initialization may include various processes to perform initial
driving of various kinds of application programs used in the
consumables unit 200, calculating confidential information
necessary for data communication with the main controller
110 after the initialization, setting up communication chan-
nels, initializing a memory value, conforming an autonomous
replacement time, setting an internal register value in the
consumables unit 200, setting internal and external clock
signals, and the like.

Here, the setting of the register values denotes a job of
setting functional register values inside the consumables unit
200 so that the consumables unit 200 operates depending on
various types of functional states previously set by a user. In
addition, the setting of the register values denotes a job of
adjusting a frequency of an external clock signal provided
from the main controller 110 of the image forming apparatus
to be suitable for an internal clock signal used in the CPU
inside of the consumables unit 200.

In addition, the confirming of an autonomous replacement
time may be a job of recognizing a remaining amount of ink
or toner used until a certain time, estimating a final time when
the toner or ink is to be completely exhausted, and notifying
the main controller 110 of the estimated final time. Thus, if it
is determined during initialization of the consumables unit
200 that the toner has been previously exhausted, after the
initialization is completed, the consumables unit 200 may be
implemented so that the consumables unit 200 autonomously
notifies the main controller 110 of a job-disabled state
thereof. In addition, since the consumables unit 200 has its
own OS, the initialization may be performed in various man-
ners according to a kind of the consumables unit 200 and the
attributes of the consumables unit 200.
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As described above, when the CRUM chip 210 is provided
with the CPU therein and has the OS thereof, if the image
forming apparatus turns on, the CRUM chip may confirm a
remaining amount of consumables in a consumables unit 200
or refilling data stored in the memory unit before the main
controller 110 requests communication with the consumables
unit 200. Thus, since the CRUM chip 210 has a CPU and
memory and can self-initialize to determine its own status of
consumables used, lack of the consumables may be rapidly
notified as compared with the related art. For example, when
the toner is lacking, after power turns on, a user may be
informed of the status of the consumables unit 200 and oper-
ate an image forming apparatus to cause the image forming
apparatus to be in a power save mode and perform an image
forming process using less toner. Even when only specific
toner is lacking, the user may enable the image forming
apparatus to execute the above-described process.

Until the initialization is progressed and completed, the
CPU does not respond to a command of the main controller
110. The main controller 110 may periodically transmit one
or more commands and wait for responses to the one or more
commands from the CPU.

Thus, when the response, or acknowledge is received, cer-
tification is performed between the main controller 110 and
the CPU. In this case, the OS installed in the CRUM chip 210
enables the certification through interaction between the
CRUM unit 210 and the main controller 110.

Specifically, the main controller 110 may encrypt data or a
command for the certification and transmit encrypted data or
command to the CRUM chip 210. The transmitted data may
include an arbitrary value R1. Here, the value R1 may be a
value which is randomly changed each time certification is
performed. Alternatively, the value R1 may be an arbitrarily
set value. The CRUM chip 210 which receives the encrypted
data generates a session key using an arbitrary value R2 and
the received value R1 and generates a message authentication
code (MAC) using the generated session key. Therefore, the
CRUM chip 210 transmits a signal including the generated
MAC and the value R2 to the main controller 110. The main
controller 110 generates a session key using the received
values R2 and R1, generates a MAC using the generated
session key, and compares the generated MAC and the MAC
included in the received signal to certify the CRUM chip 210.
Alternatively, according to various exemplary embodiments,
electronic signature information, key information, and the
like may be transmitted and received and used in the certifi-
cation.

When certification succeeds, the main controller 110 may
perform encryption data communication for data manage-
ment with the CRUM chip 210. That is, when a user command
is input, or when an image forming job starts or is completed,
the main controller 110 encrypts a command, data, and the
like to perform a job such as data reading or data writing using
an encryption algorithm and transmits the encrypted com-
mand, data, and the like to the CRUM chip 210. The CRUM
chip 210 may decode the received command, data, and the
like and perform a job such as data reading, data writing, and
the like to correspond to the decoded command. The encryp-
tion algorithm used in the CRUM chip 210 or the main con-
troller 110 may be a standard encryption algorithm. Such an
encryption algorithm may be changeable when an encryption
key is published or it is necessary to strengthen security for
the encryption key. Specifically, various encryption algo-
rithms such as Rivest Shamir Adleman (RSA) asymmetric
key algorithm, Academy, Research Institute, Agency (ARIA)
algorithm, triple data encryption standard (TDES) algorithm,
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SEED algorithm, advanced encryption standard (AES) sym-
metric algorithm, and the like may be used.

Communication for certification and data replacement
between the CRUM chip 210 and the main controller 110 may
be performed several times. Whenever the communication is
performed, a signal is transmitted from the main controller
110 to the CRUM chip 210, or a signal is transmitted from the
CRUM chip 210 to the main controller 110. In this case,
transmitted data includes integrity monitoring data (that is,
error detection data) to monitor integrity of dataincluded in a
corresponding signal. The integrity monitoring data is gener-
ated by cumulatively reflecting integrity monitoring data
included in a signal transmitted or received just before com-
munication.

That is, as described above, a plurality of communication
such as certification 1, certification 2, certification 3, . . .,
certification n, data communication 1, data communication
2, ..., datacommunication m may be performed between the
main controller 110 and the CRUM chip 210. The integrity
monitoring data may be included in a signal that is transmitted
in every communication. Regarding the integrity monitoring
data, integrity monitoring data used in previous communica-
tions may be cumulatively reflected. The integrity monitoring
data will be described with reference to the following draw-
ings below.

In a side in which a signal is received, integrity of a corre-
sponding signal is monitored using the integrity monitoring
data included in the signal. Therefore, if it is determined that
the corresponding signal is an integrity signal, the data and
the integrity monitoring data included in the signal is tempo-
rarily stored. Then, using next data to be transmitted to a side
from which the signal is transmitted and the integrity moni-
toring data which is received just before communication and
temporarily stored, new integrity monitoring data is gener-
ated. Thereby, a signal in which new integrity monitoring data
is added to the next data is transmitted. A plurality of com-
munication operations including the integrity monitoring
data are performed between the main controller 110 and the
CRUM chip 210, and error detection is performed at each
stage of communication between the main controller 110 and
the CRUM chip 210. That is, when either of the main con-
troller 110 or CRUM chip 210 receives a signal including data
and integrity monitoring data, error detection is performed on
that signal. When a final communication is performed, a final
monitoring operation using integrity monitoring data
included in a received final signal is performed. As a final
monitoring, when there is no error, total data which are tem-
porarily stored until the final monitoring is performed.

FIG. 2 is a timing diagram illustrating a communication
process between the main controller 110 and the CRUM chip
210 according to an exemplary embodiment. Referring to
FIG. 2, the main controller 110 transmits a first signal 10
including data 1 and integrity monitoring data 1. The CRUM
chip 210 which receives the first signal 10 generates a second
signal 20 including integrity monitoring data 2 using the
integrity monitoring data 1 included in the data 1 and data 2.
The CRUM chip 210 transmits the second signal 20 including
the data 2 and the integrity monitoring data 2 to the main
controller 110. The above-described process is performed on
signals 30 to N including integrity monitoring data generated
using integrity monitoring data in previous communication
plural times.

Examples of the integrity monitoring data may include a
result value in which data to be transmitted is logically oper-
ated, a result value which is generated by applying a preset
equation to data, an encryption result value in which data is
encrypted, that is, MAC, and the like.
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FIG. 3 is a view illustrating a monitoring method using
integrity monitoring data. Referring to FIG. 3, when a signal
105 including data a and integrity monitoring data a are
received from the main controller 110 (operation S310), the
CRUM chip 210 separates the integrity monitoring data a
(operation S320).

Using remaining data and integrity monitoring data trans-
mitted from the CRUM chip 210 in a previous communica-
tion, the CRUM chip 210 generates integrity monitoring data
a' (operation S330). The CRUM chip 210 compares the gen-
erated integrity monitoring data a' and the separated integrity
monitoring data a (operation S340). When the generated
integrity monitoring data a' is identical with the separated
integrity monitoring data a, the CRUM chip 210 determines
that the separated integrity monitoring data a as integrity data
(operation S350). When the generated integrity monitoring
data a' is not identical with the separated integrity monitoring
data a, the CRUM chip 210 determines that the separated
integrity monitoring data a is in an error state and stops
communication operation (S360). For clarity, hereinafter, the
integrity monitoring data a' will be referred to as comparative
target data.

When it is determined that the separated integrity monitor-
ing data is integrity data in operation S340, the CRUM chip
210 generates integrity monitoring data b using the data b to
be transmitted and the integrity monitoring data a (operation
S370). Then, the CRUM chip 210 transmits a signal including
the data b and the integrity monitoring data b to the main
controller 110 (operation S380).

The monitoring process performed in the CRUM chip 210
has been described in FIG. 3. The same monitoring process
may be performed in the main controller 110. That is, when
the signal including the data b and the integrity monitoring
data b is received, the main controller 110 may separate the
integrity monitoring data b and performs an integrity moni-
toring method. The monitoring method may be the same
method as a process performed in operations S330 to S370
and therefore a repeated description and illustration will be
omitted.

Meanwhile, configurations of the signals transmitted and
received between the main controller 110 and the CRUM chip
210 may be variously designed. That is, data included in the
signals may include at least one selected from the group
consisting of a command, recording target information, result
information for a job performed according to the command,
information result for integrity monitoring of a previously
received signal, and indicator information to inform a posi-
tion of integrity monitoring data. Here, the result information
for integrity monitoring is excluded from a signal which is
first transmitted between the main controller 110 and the
CRUM chip 210.

FIG. 4 is a view illustrating a process of monitoring integ-
rity using a signal having a different format from FIG. 2.
Referring to FIG. 4, the main controller 110 transmits a signal
125 including data and integrity monitoring data 1 (operation
S410). Here, the data includes read command (CMS) data 1
and an indicator U1. The read CMD data 1 includes a com-
mand, a read target, a memory address, or the like. The indi-
cator Ul denotes indicator information subsequent to the read
CMD data 1. The indicator U1 denotes a symbol to inform a
parsing position of integrity monitoring data in a signal. The
indicator information may be represented as the fixed number
of bytes. For example, 5 bytes are used for the indicator
information. A size of the read CMD data 1 is variable accord-
ing to contents of data and thus a size of the integrity moni-
toring data 1 is also variable.
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When the signal 125 is received, the CRUM chip 210
performs integrity monitoring using the integrity monitoring
data 1 included in the signal 125 (operation S415). Then, the
CRUM chip 210 generates integrity monitoring data 2 using
data to be transmitted and the integrity monitoring data 2 and
transmits a signal 225 including the data and the integrity
monitoring data 2 (operation S420). As illustrated in FIG. 4,
the transmitted signal includes result data 2, an indicator U2,
and integrity monitoring data 2 representing a performance
result of a job performed according to the read data 1 which is
data read from a memory provided in the consumables unit
100 according to the read command (“CMD”) data 1 and the
read CMD data 1.

The main controller 110 separates the integrity monitoring
data 2 from the received signal 225 and performs integrity
monitoring (operation S425). When next read CMD data 3 is
present, the main controller 110 generates integrity monitor-
ing data 3 using the read CMD data 3 and the integrity moni-
toring data 2 and transmits a signal 325 indicating the read
CMD data 3, an indicator U3, and integrity monitoring data 3
to the CRUM chip S210 (operation S430). Then, as illustrated
in FIG. 4, communication using integrity monitoring data 4,
5,6,T1, and T2 are performed (operations S440, S450, S460,
S470, S485) and each integrity monitoring is performed to
correspond to each communication (operations S345, S445,
S455, S465). Meanwhile, a final communication signal 425 is
received from the CRUM chip 210 (operation S470), the
CRUM chip (210) finally monitors integrity of the data trans-
mitted/received and temporarily stored in total communica-
tion processes using the integrity monitoring data T1 included
in the final communication signal 425 (operation S475).
When it is determined that the data is integrity data as a final
monitoring result, the CRUM chip stores the temporarily
stored data in a nonvolatile memory (not illustrated) (opera-
tion S480). Similarly, when the final communication signal is
transmitted from the CRUM chip 210 to the main controller
110 (operation S485), the main controller 110 performs integ-
rity monitoring for total data using the integrity monitoring
data T2 included in the final communication signal 525 (op-
eration S490). When it is determined that the total data are
integrity data, the main controller 110 stores the temporarily
stored data in the nonvolatile memory (operation S495).

Meanwhile, all the integrity monitoring data used in the
above-described communication may be generated by cumu-
latively reflecting the integrity monitoring data used in the
previous communication.

For example, the integrity monitoring data may be pro-
cessed as follow.

Integrity monitoring data 1=E(Read CMD Data
11Uy

Integrity monitoring data 2=FE(Read CMD Data
2|Result Data 2|U2/Integrity monitoring data 1)

Integrity monitoring data 3=E(Read CMD Data
3|U3 |Integrity monitoring data 2)

Integrity monitoring data 4=E(Read CMD Data
4|Result Data 4|U4/Integrity monitoring data 3)

Integrity monitoring data 5=E(Read CMD Data
5|Integrity monitoring data 4)

Integrity monitoring data 6=E(Read CMD Data
6lIntegrity monitoring data 5)

Integrity monitoring data 71 =E(Write CMD Data
L1|1U-T1|Integrity monitoring data T1-1)

10

15

20

25

30

35

40

45

50

55

60

65

12

Integrity monitoring data 7-2=E(Result Data L2|U-
T2|Integrity monitoring data 1)

In the Equations, E( ) denotes a function to calculate a
result value by applying the preset equation. Thus, the integ-
rity monitoring data may generate a result value by applying
various logic operation (for example, addition or exclusive-
OR (XOR)) on total data, that is, the previous integrity moni-
toring data and data to be transmitted, or a result value cal-
culated by substituting other known equations between the
main controller 110 and CRUM chip 210 with data, a result
value encrypted by applying the above-described various
encryption algorithm.

FIG. 5 is a view illustrating a configuration of an image
forming apparatus in which a plurality of consumables units
200-1 to 200-7 are mounted in the main body 100 according
to an exemplary embodiment.

Referring to FIG. 5, the image forming apparatus includes
a main controller 110, a user interface unit 120, an interface
unit 130, a memory unit 140, and the plurality of consumables
units 200-1 to 200-7.

The user interface unit 120 may receive various kinds of
commands from a user via displays and may inform the user
about various information regarding the status of the consum-
ables units 200-1 to 200-z or regarding the image forming
apparatus. The user interface unit 120 may include a liquid
crystal display (LED) display, a light emitting diode (LED)
display, at least one button, speaker, and the like. In some
cases, the user interface unit may include a touch screen.

The interface unit 130 may be configured to be connected
to a host personal computer (PC) or various external appara-
tuses in a wired or wireless manner and perform communi-
cation with the host PC or the external apparatuses. The
interface unit 130 may include various types of interfaces
such as a local interface, a universal serial bus (USB) inter-
face, and a wireless network interface.

The memory unit 140 serves to store various kinds of
programs or data necessary to drive the image forming appa-
ratus.

The main controller 110 serves to control an overall opera-
tion of the image forming apparatus. Specifically, the main
controller 110 may process data received through the inter-
face unit 130 and convert the processed data into a format
which enables the image forming apparatus to form an image.

The main controller 110 performs an image forming job for
the converted data using the plurality of consumables units
200-1t0 200-7. Here, the consumables units may be variously
provided according to a kind of the image forming apparatus.
When the image forming apparatus is a printer as described
above, the consumables units may include a charging unit, an
exposure unit, a developing unit, a transfer unit, a fusing unit,
various kinds of rollers, a belt, an OPC drum, and the like.

Each of a first CRUM chip 210-1 to an n-th CRUM chip
210-» is included in each of the consumables units 200-1 to
200-n.

Each of the first CRUM chip 210-1 to the n-th CRUM chip
210-rmay include a memory (as illustrated in FIG. 1), a CPU,
and the like. Alternatively, according to an exemplary
embodiment, each of the first CRUM chip 210-1 to the n-th
CRUM chip 210-» may further include separately or as part of
the CPU at least one selected from the group consisting of a
crypto module (not illustrated), a tamper detector (not illus-
trated), an interface unit (not illustrated), a clock unit (not
illustrated) configured to output a clock signal, a random
value generating unit (not illustrated) configured to generate
a random value for certification.
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The crypto module may support an encryption algorithm
and enable the CPU to perform certification or communica-
tion with the main controller 110. Specifically, the crypto
module may support a preset algorithm among four encryp-
tion algorithms, that is, an ARIA algorithm, a TDES algo-
rithm, a seed algorithm, and an AES symmetric key algo-
rithm. In this case, a side of the main controller 110 may
support a corresponding algorithm among the four encryption
algorithms. Thus, the main controller 110 may recognize an
encryption algorithm used in the consumables units 200-1 to
200-n, perform certification using the recognized algorithm,
and perform encryption communication. As a result, even
when a key applying any encryption algorithm is issued to the
consumables unit 200-1 to 200-r, the main controller 110
may be easily mounted in the main body 100 and perform the
encryption communication.

The tamper detector is a unit configured to protect various
physical hacking attempts, that is, tampering. Specifically,
the tamper detector monitors an operation environment such
as a voltage, a temperature, a pressure, light, and a frequency
and detects an attempt such as “Decap”, the tamper detector
erases data or physically blocks the attempt. In this case, the
tamper detector may include separate power.

Meanwhile, the memory provided in the CRUM chip 210
may include an OS memory (not illustrated), a nonvolatile
memory (not illustrated), a volatile memory (not illustrated),
and the like. The OS memory stores an OS for driving each of
the consumables units 200-1 to 200-z. The nonvolatile
memory stores various kinds of data in a nonvolatile type. The
nonvolatile memory may store various information such as
status information each of the consumables units 200-1 to
200-» (for example, information for a remaining amount of
toner, information for replacement time, information for the
number of remaining printing sheets, and the like), a unique
information (for example, information for a manufacturer,
information for a manufacture date, a serial number, a model
name of a product, and the like), and after service (A/S)
information. In particular, data received in a communication
process with the main controller 110 may be stored in the
nonvolatile memory.

The volatile memory may be used as a temporarily storage
space necessary to an operation. The volatile memory may
temporarily store data which is determined as integrity data in
each communication and integrity monitoring data used in
the integrity determination.

The interface unit serves to connect the CPU and the main
controller 110. Specifically, the interface unit may be imple-
mented with a serial interface and a wireless interface. In
particular, since the serial interface uses a small number of
signals as compared with a parallel interface to obtain an
effect of reduction in a cost, a serial interface may be suitable
for a noisy operation environment such as a printer.

As described above, each of the consumables units is pro-
vided with each of the CRUM chips. Each of the CRUM chips
may perform communication with the main controller and
other CRUM chips. New integrity monitoring data is gener-
ated by cumulatively reflecting integrity monitoring data used
in previous communication and transmitted in each commu-
nication.

FIG. 6 is a block diagram illustrating a configuration
example of an image forming apparatus according to an
exemplary embodiment. Referring to FIG. 6, the image form-
ing apparatus includes a main controller 110 and an interface
unit 130. The main controller includes a data processing unit
111, a generating unit 112, a monitoring unit 113, and a
control unit 114.
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The data processing unit 111 generates data to be transmit-
ted to a CRUM chip installed in the consumables unit which
is mountable on the image forming apparatus. Here, the data
includes at least one among a command and informationto be
processed according to the command. That is, in the case of a
read command, information for a memory address to be read
or a read target may be transmitted together with the read
command. Alternatively, in the case of a write command,
information to be written may be transmitted together with
the write command. The data processing unit 111 may output
data intact or encrypt data and output the encrypted data. In
addition, the command and information may be generated
before and after performing an image forming job or during
the performing of an image forming job. For example, when
the image forming apparatus turns on or the consumables unit
200 is detached and mounted again on the image forming
apparatus, or when a start command for the image forming
job is input, the main controller 110 may transmit a certifica-
tion command for certification or read command to certify the
consumables unit 200. Thus, the main controller 110 may
confirm various information which is autonomously man-
aged in the consumables unit 200 to certify the consumables
unit 200 or store the information in the memory unit 140 of
the main body of the image forming apparatus.

In addition, while performing the image forming job or
after image forming job is performed, the data processing unit
111 may generate a write command and information to cor-
respond to the write command to record information for con-
sumables consumed in the image forming job. That is, infor-
mation for ink or toner or history information such as the
number of printing sheets, the number of printing dots, and
user information may be generated and stored in the consum-
ables unit 200.

The generating unit may generate integrity monitoring data
using data output from the data processing unit 111. Specifi-
cally, the generating unit may output a result value generated
by simply adding the data output from the data processing
unit 111 or by performing a logical operation such as XOR on
the data output from the data processing unit 111. A result
value may be generated by substituting a preset equation
using the data output from the data processing unit 111, or a
result value may be generated by encrypting the data output
from the data processing unit 111 as the integrity monitoring
data. In this case, when the integrity monitoring data used in
the previous communication is present, the generating unit
112 generates the integrity monitoring data by cumulatively
reflecting the integrity monitoring data together with existing
integrity monitoring data.

The integrity monitoring data generated in the generating
unit 112 is added to the data generated in the data processing
unit 111 and transmits the added result to the interface unit
130. FIG. 6 illustrates that the output of the data processing
unit 111 is provided to only the generating unit 112, but the
output of the data processing unit 111 may be directly pro-
vided to the interface unit 130 or be provided to a multiplexer
(not illustrated). When the multiplexer is provided, the output
of the generating unit 112 is also provided to the multiplexer
and transmitted to the interface unit 130 in a signal in which
the data and the integrity monitoring data are included
together.

The interface unit 130 transmits a signal including data and
first integrity monitoring data to the CRUM chip 210.

In addition, the interface unit 130 may receive a response
signal from the CRUM chip 210. For clarity, the signal trans-
mitted from the interface unit 130 is referred to as a first signal
and the signal received from the CRUM chip is referred to as
a second signal. Second integrity monitoring data included in
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the second signal is data generated by cumulatively reflecting
the first integrity monitoring data.

The monitoring unit 113 separates the second integrity
monitoring data included in the second signal received
through the interface unit 130 and monitors integrity of data
included in the second signal. Specifically, the monitoring
unit 113 generates integrity monitoring data by applying a
method known between the main controller 110 and the
CRUM chip 210 on the integrity monitoring data previously
transmitted.

The monitoring unit 113 compares the integrity monitoring
data generated as described above and the second integrity
monitoring data separated from the second signal and con-
firms whether or not the integrity monitoring data is identical
with the second integrity monitoring data. When the integrity
monitoring data is identical with the second integrity moni-
toring data, the monitoring unit 113 determines a correspond-
ing data as having integrity, or as integrity data. When the
integrity monitoring data is not identical with the second
integrity monitoring data, the monitoring unit 113 determines
the corresponding data as an error state.

The control unit 114 performs a next communication
according to a monitoring result of the monitoring unit 113.
That is, when it is determined that the second signal includes
data of an error state, the control unit stops the next commu-
nication or attempts the next communication again. Mean-
while, when it is determined that the second signal is in a
normal state, that is, an integrity state, the control unit 114
performs the next communication.

According to an exemplary embodiment, ifit is determined
that the second signal is in an integrity state, the control unit
114 may directly store a corresponding data in the memory
unit 140.

According to another exemplary embodiment, the control
unit 114 may enable the data and integrity monitoring data
obtained in each communication to be temporarily stored and
enable the temporarily stored data to be recorded in the
memory unit 140 when a final communication is completed.

FIG. 7 illustrates a configuration of an image forming
apparatus according to the above-described exemplary
embodiment. Referring to FIG. 7, in addition to main con-
troller 110 including a data processing unit 111, a generating
unit 112, a monitoring unit 113, and a control unit 114 and the
interface unit 130, the image forming apparatus may further
include a memory unit 140. The memory unit 140 may
include a temporary storage unit 141 and a storage unit 142.

Therefore, the temporary storage unit 141 may temporarily
store data determined as integrity data and integrity monitor-
ing data. The temporarily stored integrity monitoring data
may be used in monitoring integrity of data in a next commu-
nication process.

That is, when a second signal for a first signal is transmitted
after the first signal including first integrity monitoring data is
transmitted to the CRUM chip 210, the monitoring unit 113
separates second integrity monitoring data from the second
signal and generates new integrity monitoring data, that is,
comparative target data using remaining data and the integrity
monitoring data stored in the temporary storage unit 141. The
monitoring unit 113 may compare the generated new integrity
monitoring data and the second integrity monitoring data
stored in the temporary storage unit 141 and determine integ-
rity of the second signal or integrity of data included in the
second signal.

Meanwhile, when the second signal is an integrity state and
next data to be transmitted to the CRUM chip 210 is present,
the generating unit 112 generates third integrity monitoring
data based on the next data and the second integrity monitor-
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ing data. Thus, the interface unit 130 transmits a third signal
including the third integrity monitoring data and the next data
to the CRUM chip 210. That is, as illustrated in FIGS. 2 to 4,
the main controller 110 and the CRUM chip 210 may perform
communication with each other several times.

When one image forming job is completed, the monitoring
unit 113 may finally monitor total signals received in the
image forming job using final integrity monitoring data
included in a signal which is finally received in the image
forming job. That is, as described above, the integrity moni-
toring data transmitted/received in each communication is
generated by cumulatively reflecting previous integrity moni-
toring data so that the final integrity monitoring data includes
all integrity monitoring data, that is, initial integrity monitor-
ing data to integrity monitoring data just before the final
integrity monitoring data. Therefore, when it is determined
that the data is integrity data using the final integrity moni-
toring data, the monitoring unit 113 determines that total
communication content is reliable and stores total data in the
storage unit 142 of the memory unit 140.

Meanwhile, the main controller 110 and the CRUM chip
210 transmit a signal including an indication representing
initial communication in the initial communication and trans-
mit a signal including an indication representing final com-
munication in the final communication. Thus, the main con-
troller 110 and the CRUM chip 210 perform the final
monitoring and store the data in the storage unit 142 when the
final communication indication is confirmed in the signal
received from each other.

The final monitoring may be performed when one image
forming job is processed. According to an exemplary embodi-
ment, the final monitoring may be performed in units of a
preset time period. In addition, the final monitoring may be
performed when a user command for data storage is input or
aturn-off command for the image forming apparatus is input.

In addition, FIGS. 6 and 7 illustrate the configuration in
which the data processing unit 111, the generating unit 112,
the monitoring unit 113, and the control unit 114 are included
in the main controller 110, but the main controller is not
limited to the above-described configuration. That is, at least
one of the data processing unit 111, the generating unit 112,
the monitoring unit 113, and the control unit 114 may be
provided separately from the main controller 110. In this case,
differently from the descriptions of FIGS. 1 to 4, the main
controller 110 may perform an original function and commu-
nication with the CRUM chip 210 may be performed by the
data processing unit 111, the generating unit 112, the moni-
toring unit 113, and the control unit 114.

FIG. 8 is ablock diagram illustrating a configuration of the
CRUM chip 210 according to an exemplary embodiment.
Referring to FIG. 8, the CRUM chip 210 includes an interface
unit 211, a monitoring unit 212, a generating unit 213, a data
processing unit 214, a control unit 215, a temporary storage
unit 216, and the storage unit 217.

The interface unit 211 receives a first signal including first
data and integrity monitoring data for the first data from a
main body of an image forming apparatus, that is, a main
controller 110 mounted on the main body.

The monitoring unit 212 separates the first integrity moni-
toring data from the first signal and monitors integrity of the
first signal. A monitoring method of the monitoring unit 212
has been described as described above and thus a repeated
description will be omitted.

The temporary storage unit 216 temporarily stores the first
data and the first integrity monitoring data when the first
signal is determined as having integrity.
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The data processing unit 214 generates second data when
the second data to be transmitted to the main body of the
image forming apparatus is present.

The generating unit 213 generates second integrity moni-
toring data using the generated second data and the first
integrity monitoring data.

The control unit 215 controls the interface unit 211 to
transmit the second signal including the second data and the
first integrity monitoring data. In addition, the control unit
215 controls an overall operation of the CRUM chip 210. That
is, the CRUM chip is provided with an OS as described above,
and the control unit 215 may drive the CRUM chip using the
OS. In particular, when an initialization program is stored in
the memory of the CRUM chip 210, initialization of the
CRUM chip 210 may be performed separately from the main
body of the image forming apparatus.

The control unit 215 may perform jobs to correspond to the
various kinds of commands received from the main body of
the image forming apparatus. That is, when a read command
is received, the control unit 215 reads data stored in the
storage unit 217 according to the read command and trans-
mits the read data to the image forming apparatus through the
interface unit 211. In the process, integrity monitoring data is
added.

The monitoring unit 212 performs integrity monitoring for
a third signal when the third signal including the third integ-
rity monitoring data generated by cumulatively reflecting the
second integrity monitoring data.

When the image forming job is completed, the control unit
215 finally monitors integrity of total signals received from a
process of performing the image forming job using final
integrity monitoring data included in a signal finally received
in the process of performing the image forming job.

When communication is completed having an integrity
state as a result, all data temporarily stored in the temporary
storage unit 216 is stored in the storage unit 217.

That is, when the communication is finally terminated, the
control unit 215 controls the monitoring unit 212 to perform
the final monitoring using the final integrity monitoring data.
Thus, when the final integrity monitoring data is determined
as a final monitoring operation of the monitoring unit 212, the
control unit 215 stores the data temporarily stored in the
temporary storage unit 216 in the data storage unit 217.

An operation of the CRUM chip 210 is similar to that of the
image forming apparatus. That is, the main controller 110 of
the image forming apparatus and the CRUM chip 210 of the
consumables unit 200 operate to correspond to each other as
illustrated in FIGS. 1 to 4. Therefore, an algorithm which
generates integrity monitoring data and monitors integrity
using the generated integrity monitoring data should be com-
monly provided in the main controller 110 and the CRUM
chip 210.

FIG. 9 is a flowchart illustrating a communication method
according to an exemplary embodiment. The communication
method in FIG. 9 may be performed in the main controller
110 provided in the main body of the image forming appara-
tus or performed in the CRUM chip 210 provided in the
consumables unit 200.

Referring to FIG. 9, when data to be transmitted is gener-
ated (operation S910), integrity monitoring data is generated
using the data (operation S920). The generation of the integ-
rity monitoring data is the same as in the above-described
description and thus the detailed description will be omitted.

A signal including the generated integrity monitoring data
and data is transmitted (operation S930).

Thereby, a response signal to correspond to the transmitted
signal is transmitted from the opposite side and received
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(operation S940). New integrity monitoring data which is
generated by cumulatively reflecting the integrity monitoring
data transmitted in operation S930 is included in the response
signal.

Integrity monitoring is performed using the integrity moni-
toring data included in the response signal (operation S950).

According to the application of the present general inven-
tive concept as described above, integrity for each communi-
cation may be determined cumulatively using previous integ-
rity monitoring data.

FIG.101s a flowchart illustrating a communication method
according to a detailed exemplary embodiment. Referring to
FIG. 10, when data to be transmitted is generated (operation
S1010), integrity monitoring data is generated based on the
data (operation S1020). A signal including the data and the
integrity monitoring data is transmitted (operation S1030)
and a response signal responding to the signal is received
(operation S1040). The integrity monitoring data is separated
from the response signal (operation S1050).

It is determined where or not the separated integrity moni-
toring data is integrity data using remaining data in which the
integrity monitoring data is separated and existing integrity
monitoring data (operation S1060).

When it is determined that the integrity monitoring data is
integrity data, the integrity monitoring data is temporarily
stored (operation S1070). When it is determined that the
integrity monitoring data is an error state, communication
stops (operation S1100) and is performed again.

When next data is present in the temporarily stored state
(operation S1080), the process proceeds to operation S1010
and the above-processes are iteratively performed. When the
next data is not present, the temporarily stored data is stored
according to an integrity monitoring result of a finally
received signal (operation S1090).

According to the above-described exemplary embodi-
ments, integrity monitoring data transmitted from the main
controller of the image forming apparatus when data commu-
nication initially starts and the integrity monitoring data is
generated by cumulatively reflecting integrity monitoring
data in previous communications. As a result, all the integrity
monitoring data used in total communication processes are
included in the integrity monitoring data in the final commu-
nication. Therefore, it is possible to record accurate data.

Therefore, itis possible to safely protect the information of
the main controller and CRUM chip from external factors
such as noise generated in communication, a contact failure,
or hacking.

The above-described exemplary embodiments have
described based on the image forming apparatus and the
CRUM chip mounted on the consumables unit used in the
image forming apparatus, but the communication methods
may be applied to other types of apparatuses. For example,
the contents described herein may be used when communi-
cation between the CRUM chip and an apparatus manufac-
tured to communicate with the CRUM chip other than the
image forming apparatus is performed, or when communica-
tion between a general electronic apparatus and a memory
installed in a part used therein is performed, or when com-
munication between parts is performed.

A program to execute the communication methods accord-
ing to the above-described various exemplary embodiments
can also be embodied as computer-readable codes on a com-
puter-readable medium. The computer-readable medium can
include a computer-readable recording medium and a com-
puter-readable transmission medium. The computer-readable
recording medium is any data storage device that can store
data as a program which can be thereafter read by a computer
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system. Examples of the computer-readable recording
medium include read-only memory (ROM), random-access
memory (RAM), CD-ROMs, magnetic tapes, floppy disks,
and optical data storage devices. The computer-readable
recording medium can also be distributed over network
coupled computer systems so that the computer-readable
code is stored and executed in a distributed fashion. The
computer-readable transmission medium can transmit carrier
waves or signals (e.g., wired or wireless data transmission
through the Internet). Also, functional programs, codes, and
code segments to accomplish the present general inventive
concept can be easily construed by programmers skilled in
the art to which the present general inventive concept per-
tains.

Specifically, a program code to execute the navigation
method and the image processing method may be stored in
various types of recording media readable by a terminal such
as a random access memory (RAM), a flash memory, a read
only memory (ROM), an erasable programmable ROM
(EPROM), an electronically erasable and programmable
ROM (EEPROM), a register, a hard disc, a removable disc, a
memory card, a USB memory, a compact disc ROM (CD-
ROM).

According to the above-described various exemplary
embodiments, it is possible to promote stability of entire
communication cumulatively using integrity monitoring data
which has been previously used. Therefore, information of a
consumables unit and an image forming apparatus is stably
managed.

The foregoing exemplary features and utilities are merely
exemplary and are not to be construed as limiting the present
general inventive concept. The exemplary embodiments can
be readily applied to other types of apparatuses. Also, the
description of the exemplary embodiments is intended to be
illustrative, and not to limit the scope of the claims, and many
alternatives, modifications, and variations will be apparent to
those skilled in the art.

Although a few embodiments of the present general inven-
tive concept have been illustrated and described, it will be
appreciated by those skilled in the art that changes may be
made in these embodiments without departing from the prin-
ciples and spirit of the general inventive concept, the scope of
which is defined in the appended claims and their equivalents.

What is claimed is:

1. A customer replaceable unit monitoring (CRUM) chip
mountable on an image processing unit, the CRUM chip
comprising:

an interface unit configured to receive a first signal includ-
ing first data and first integrity monitoring data for the
first data from a main body of the image forming appa-
ratus;

a monitoring unit configured to separate the first integrity
monitoring data from the first signal and monitor integ-
rity of the first signal;

adata processing unit configured to generate second datato
be transmitted to the main body of the image processing
unit;

a generating unit configured to generate second integrity
monitoring data using the second data and the first integ-
rity monitoring data; and

a control unit configured to control the interface unit to
transmit a second signal including the second data and
the second integrity monitoring data to the main body of
the image forming apparatus.
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2. The CRUM chip as claimed in claim 1, further compris-
ing:

a temporary storage unit configured to store the first data
and the first integrity monitoring data included in the
first signal when it is determined that the first signal has
integrity; and

a storage unit configured to store the data temporarily
stored in the temporary storage unit.

3. The CRUM chip as claimed in claim 2, wherein the
monitoring unit generates comparative target data using
remaining data included in the first signal, compares the
second integrity monitoring data separated from the second
signal with the comparative target data, determines the sec-
ond signal as having integrity when the second integrity
monitoring data is identical with the comparative target data,
and determines the second signal as an error state when the
second integrity monitoring data is not identical with the
comparative target data.

4. The CRUM chip as claimed in claim 3, wherein the
monitoring unit performs integrity monitoring for a third
signal including third integrity monitoring data, which is
generated by cumulatively reflecting the second integrity
monitoring data, when the third signal is received through the
interface unit, and finally monitors integrity of total signals,
which are received in a process of performing an image form-
ing job, using final integrity monitoring data included in a
signal finally received in the process of performing an image
forming job when the image forming job is completed, and

the control unit stores the data temporarily stored in the
temporary storage unit in the storage unit when it is
determined that the total signals have integrity as a final
monitoring result.

5. The CRUM chip as claimed in claim 1, wherein the first
data or the second data includes at least one selected from the
group consisting of a command, a recording target informa-
tion, information for job performance result according to the
command, information for integrity monitoring result about a
previously received signal, and indicator information to
inform a position of the first and second integrity monitoring
data, and

the information for integrity monitoring result is excluded
in a signal first transmitted from the CRUM chip.

6. The CRUM chip as claimed in claim 5, wherein the
integrity monitoring data is a result value for logic operation
of the data, a result value generated by applying a preset
equation for the data, or an encryption result value in which
the data is encrypted.

7. A communication method of a CRUM chip mountable
on an image forming apparatus, the method comprising:

receiving a first signal including first data and first integrity
monitoring data for the first data from a main body ofthe
image forming apparatus;

separating the first integrity monitoring data from the first
signal and monitoring integrity of the first signal;

temporarily storing the first data and the first integrity
monitoring data included in the first signal when it is
determined that the first signal is integrity data;

generating second data to be transmitted to a main body of
the image forming apparatus when the second data is
present,

generating second integrity monitoring data using the sec-
ond data and the first integrity monitoring data; and

transmitting a second signal including the second data and
the second integrity monitoring data to the main body of
the image forming apparatus.
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8. The method as claimed in claim 7, wherein the monitor-
ing includes:

separating the first integrity monitoring data from the first

signal;

generating comparative target data using remaining data

included in the first signal; and
comparing the second integrity monitoring data separated
from the second signal with the comparative target data,
determining the second signal as having integrity when
the second integrity monitoring data is identical with the
comparative target data, and determining the second
signal as an error signal when it is determined that the
second integrity monitoring data is not identical with the
comparative target data.
9. The method as claimed in claim 8, further comprising
performing integrity monitoring for a third signal including
third integrity monitoring data, which is generated by cumu-
latively reflecting the second integrity monitoring data, when
the third signal is received from the body of the image form-
ing apparatus.
10. The method as claimed in claim 9, further comprising:
finally monitoring integrity of the total signals received in
aprocess of performing an image forming job using final
integrity monitoring data included in a signal finally
received in the process of performing an image forming
job, when the image forming job is completed; and

storing signals temporarily stored when it is determined
that the total signals have integrity.

11. The method as claimed in claim 7, wherein the first data
or the second data includes at least one selected from the
group consisting of a command, a recording target informa-
tion, information for job performance result according to the
command, information for integrity monitoring result about a
previously received signal, and indicator information for
informing a position of the first and second integrity moni-
toring data, and
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the information for integrity monitoring result is excluded

in a signal first transmitted from the CRUM chip.

12. The method as claimed in claim 11, wherein the
wherein the first and second integrity monitoring data is a
result value for logic operation of the data, a result value
generated by applying a preset equation for the data, or an
encryption result value in which the data is encrypted.

13. A method of establishing communication between a
CRUM chip mountable on an image forming apparatus, the
method comprising:

initializing the CRUM chip separate from an initialization

of the image forming apparatus;

receiving a first signal including first data and first integrity

monitoring data;

generating second integrity monitoring data and verifying

the integrity of the first signal;
generating and transmitting a second signal including sec-
ond data and the second integrity monitoring signal that
includes the first integrity monitoring data; and

verifying the integrity of the second signal to establish
communication between the consumables unit and the
image forming apparatus.

14. The method of claim 13, wherein verifying the integrity
of'a signal includes comparing received integrity monitoring
data to generated integrity monitoring data.

15. The method of claim 13, wherein the initializing of the
CRUM chip is performed by a CPU of the CRUM chip.

16. The method of claim 13, wherein the CRUM chip does
not respond to a command of the image forming apparatus
until after initialization is complete.

17. The method of claim 13, wherein the integrity monitory
data is error detection data.
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